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FOREWORD 

 

 

It is a privilege to report the 
accomplishments of the Defense 
Criminal Investigative Service (DCIS) 
during 2001.  The report highlights 
significant activity in our high priority 
areas and provides examples of the 
outstanding work conducted by the 
dedicated men and women of DCIS.   
 
Highlights of the year 2001 included 
both celebration and tragedy.   In 
August 2001, DCIS celebrated its 20th 
Anniversary.   Many current and former 
employees, as well as professional 
colleagues, clients and customers, 
attended the reception held in honor of 
DCIS’ proud history of investigative 
excellence.  
 
Immediately after the terrorist attacks of 
September 11, 2001, DCIS focused on 
supporting investigation of the tragic 
events.  The employees of DCIS tirelessly c
supported the FBI hotline, and provided cri
following the terrorist attacks, DCIS joined
in terrorism task forces across the country. 
 
The men and women of the DCIS are comm
investigating fraud, which hampers the read
to continuing our fight against those who co
operations of the Department of Defense. 
 

 
 
 
 
 
 
 

___________________________________
Carol L. Levy 
Director 

Defense Criminal Investigative Service
onducted interviews and evidence recovery, 
tical incident response.  In the months 
 other law enforcement agencies participating 
  

itted to defending America’s warfighters by 
iness of our Armed Forces.   We look forward 
mmit fraud that undermines the programs and 

_____________________________________ 
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DCIS 20th ANNIVERSARY 
 

     
 
THE ESTABLISHMENT OF DCIS 
 

In 2001, the DCIS celebrated 20 years of proud service “Protecting America’s 
Warfighters.”  The DCIS was established on October 1, 1981, by Secretary of Defense 
Casper Weinberger to investigate criminal or fraudulent activities involving Department 
of Defense (DoD) components, contractors, military or civilian personnel.  DCIS initially 
reported to the Assistant to the Secretary of Defense (Review and Oversight).  In 1982, 
Congress amended the Inspector General Act to establish the Office of the Inspector 
General (OIG), DoD, and DCIS became its investigative component.   

 
The Special Investigations Unit of the Defense Investigative Service1 was 

transferred to DCIS providing its “First Twelve” employees.  The “First Twelve” 
consisted of Hubert “John” Barber, 
Carol Ann Brown, James Childs, 
William Dupree, Marty Eid, Edward 
Gaffney, Sharon Gaylord, David 
Hall, Peter Hopkinson, George 
McLaughlin, Jack Meizen and 
Richard Smith.  Special Agent 
(SA) Edward Gaffney is the only 
one of the original 12 agents to have 
completed 20 years of service with 
DCIS.   

 
Five of the “First Twelve” (pictured above) attended an August 2001 anniversary 

celebration in Arlington, VA.  From left to right, they are Mr. William Dupree, 
Mr. James Childs, SA Carol Ann Brown, SA Edward Gaffney and Mr. Richard Smith.  
Mr. Dupree served as the Acting Director during the infancy of DCIS until the selection 
of Mr. Brian Bruh as the first Director of DCIS.  Many others joined the “First Twelve” 
as DCIS began to take shape and expand as a law enforcement agency.  

 

 

                                                 
1 The Defense Investigative Service is currently known as the Defense Security Service. 
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DCIS DIRECTORS 

 
Over its 20-year history, six individuals have held the key leadership role of 

Director, DCIS.  The Director also serves as the Assistant Inspector General for 
Investigations, OIG DoD.  The former and current Directors are depicted in the following 
photographs.    
 

 

 
Bertrand “Bert” Truxell 

December 1984 – April 1988 

 
Brian Bruh 

December 1981 – December 1984 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

 

 
Donald Mancuso 

April 1988 – March 1997 

 
William G. Dupree 

March 1997 – July 1998 
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John F. Keenan, pictured with current Director Levy, served as Director of DCIS 
from July 1998 until July 2000 

 
MISSION AND JURISDICTION 
 

The DCIS mission and jurisdiction is derived from Public Law 95-452; Title 10, 
Section 1585a (The Inspector General of the Department of Defense); and DoD Directive 
5106.1, which assigns duties and responsibilities to the IG to conduct, supervise, monitor 
and initiate investigations relating to fraud within the DoD and other investigations 
deemed appropriate by the OIG.  DoD Instruction 5505.2 (Criminal Investigations of 
Fraud Offenses) provides guidance for determining DoD criminal investigative 
jurisdiction for fraud offenses among DCIS and the Military Criminal Investigative 
Organizations. 
 
 
ORGANIZATION 

 
The DCIS has a staff of approximately 321 special agents, 40 non-agents and 49 

clerical personnel.  DCIS Headquarters is located in Arlington, VA, with six field offices 
(FOs) covering the continental U.S., Hawaii and Germany.  The FOs have subordinate 
resident agencies and posts of duty that are located in close proximity to DoD facilities or 
where DoD contracting occurs.  The Headquarters components consist of the 
Investigative Operations Directorate, and the Program Review Directorate, which 
includes the DoD Hotline. 
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AREAS OF INVESTIGATION 
 
 DCIS is one of four Defense Criminal Investigative Organizations (DCIOs) 
within the DoD.  The investigations conducted by DCIS primarily involve contract and 
procurement fraud, antitrust violations, bribery, corruption, large-scale thefts of 
Government property, health care fraud and computer crimes.  The other three DCIOs, 
the U.S. Army Criminal Investigation Command (USACIDC), the Naval Criminal 
Investigative Service (NCIS) and the Air Force Office of Special Investigations (AFOSI), 
also investigate fraud and computer crimes.  The AFOSI and NCIS additionally conduct 
counterintelligence investigations and operations.  This section summarizes some of the 
significant fraud cases, convictions and recoveries of the past fiscal year.  It is important 
to note some cases were conducted jointly with other agencies, both DoD and non-DoD.   
 
 
PRODUCT SUBSTITUTION 
 
 The introduction of counterfeit material and other forms of unauthorized product 
substitution into the procurement system has historically been and continues to be DCIS' 
highest priority for deterrence, investigation and prosecution.  Product substitution 
investigations have always comprised a major part of the DCIS case inventory.  An area 
of increased emphasis is readiness enhancement through vigorous detection and 
investigation of defective or substituted products that involve either safety of flight issues 
or have a critical application to military readiness. 
 
•  On April 10, 2001, Kaydon Corporation, Clearwater, FL, pled guilty to a two-count 
criminal information in U.S. District Court, Bridgeport, FL.  Kaydon pled guilty to two 
counts of submitting false statements to the Government in connection with inspection 

certifications associated with 
the manufacture of helicopter 
parts.  The investigation was 
initiated pursuant to the 1996 
crash of a CH-53E 
Superstallion helicopter at the 
Sikorsky Aircraft Company, 
Stratford, CT, that resulted in 
the deaths of the two pilots and 
two crewmen.  The 
investigation revealed that 
certain procedures required for 
the inspection of the duplex 
swashplate bearing assembly 

had not been performed by the subcontractor, Kaydon Corporation, Bearing Division, 
Muskegon, MI.  The duplex bearing is a component of the swashplate assembly, which is 
a vital link in the flight control system of the helicopter.  Kaydon was required to submit 
signed certifications to Sikorsky, which contained actual handwritten values of specific 
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bearing dimensions and features.  Investigation revealed Kaydon employees made false 
entries on the certifications, signed them, and submitted them as a requirement for 
payment.  The CH-53E Superstallion helicopter is flown by the U.S. Marine Corps as a 
heavy-lift, multi-purpose aircraft.  The mishap aircraft was destined to join the 
presidential fleet in a support function.  At Kaydon's request, sentencing was also 
rendered concurrent with the guilty plea.  Kaydon was sentenced to criminal fines and 
penalties of $1 million.  Kaydon also paid an additional $6.5 million in civil restitution.  
DCIS, the Federal Bureau of Investigation (FBI) and the NCIS conducted the 
investigation, with substantial assistance from engineering personnel of the Defense 
Contract Management Agency. 
 
•  On May 14, 2001, a two count criminal information was filed in U.S. District Court, 
Wichita, KS, charging L &T Seals, Inc., Galena, KS, and its president, Elesa L. 
Brandenburg, each with one count of mail fraud.  The charges stemmed from allegations 
that nonconforming o-rings were delivered for military use and were falsely represented 
to be in compliance with DoD requirements.  According to the charges, Brandenburg and 
L &T Seals, Inc., received purchase orders from the DoD to supply various types and 
sizes of o-rings and seals.  The o-rings and seals were contractually required to meet 
military specifications that were set forth in each purchase order.  The o-rings and seals 
supplied did not meet the requirements.  DCIS, the U.S. Postal Inspection Service and the 
AFOSI conducted this investigation jointly. 
 
 
FINANCIAL CRIMES 
 

The investigation of financial crimes focuses on cases where financial gain is the 
sole motivation.  These cases are usually accomplished by defrauding or abusing pay 
systems, such as the Defense Finance and Accounting Service.  The following is an 
example of a significant financial fraud cases occurring during this annual reporting 
period. 
 
•  On June 29, 2001, Astropower, Incorporated, Newark, DE, entered into a settlement 
agreement with the U.S. Attorney's Office for the District of Delaware.  Under the 
conditions of this settlement, Astropower agreed to pay $3.648 million in damages.  On 
October 20, 2000, a civil complaint was filed against Astropower under the False Claims 
Act.  The suit alleged that, between 1991 and 1995, Astropower improperly manipulated 
overhead accounting rates, charged the Government for commercial ventures, and then 
falsely certified that such charges were proper.  Astropower historically performed 
research in the field of photovoltaics (solar power) under contracts with various 
components of the DoD and the Department of Energy.  Affected DoD components 
include the U.S. Navy, Office of Naval Research, the U.S. Air Force Research 
Laboratory, Wright-Patterson Air Force Base, and the U.S. Army Space and Missile 
Defense Command.  DCIS and the NCIS conducted the investigation jointly.  The 
investigation was supported by the Defense Contract Audit Agency (DCAA) and the 
Department of Energy OIG. 
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CONTRACTOR/SUBCONTRACTOR KICKBACKS AND BRIBERY 
 
 The number of subcontractor kickback investigations in the DCIS inventory was 
significantly impacted by passage of the Anti-Kickback Act of 1986.  The utilization of 
informants and undercover operations has been particularly successful in these cases and 
has uncovered culpable DoD and contractor employees. 
 
•  On February 16, 2001, Steven R. Lemons, former project manager, U.S. Army Corps 
of Engineers, Kansas City District, was sentenced in Federal District Court, Denver, CO, 
to 41 months incarceration, 36 months of supervised probation, and a $200 special 
assessment fee.  On October 24, 2000, Lemons pled guilty to single counts contained in 
two separate indictments.  Both indictments charged Lemons with soliciting $300,000 
bribes from two prospective DoD contractors.  The companies were vying for contracts 
valued at up to $150 million.  Lemons offered to illegally help the prospective 
Government contractors win one of three contracts for long-term maintenance and 
monitoring of hazardous waste at Formerly Used Defense Sites located in the Midwest.  
DCIS and the FBI conducted this investigation jointly. 
 
•  On January 17, 2001, Roy A. Johnson, president, Central Florida Collision Centers, 
Inc. (CFCC), Orlando, FL, pled guilty in U.S. District Court, Orlando, FL, to two one-
count informations charging him and his company, CFCC, with violating the Anti-
Kickback Act.  On April 17, 2001, CFCC and Johnson were sentenced in the Middle 
District of Florida, Orlando, FL.  Johnson was sentenced to 24 months probation, 100 
hours of community service, a $100 special assessment fee and was ordered to pay 
restitution in the amount of $7,000 to the National Aeronautics and Space Administration 
(NASA).  CFCC was sentenced to pay a $400 special assessment fee.  The sentences 
relate to convictions of CFCC and Johnson for knowingly paying kickbacks to Martin 
Francis, a consultant, and Michael McCusker, a procurement manager for Lockheed 
Martin Services (LMS) Division, Cape Canaveral, FL, a Government contractor, for the 
purpose of being awarded purchase orders by LMS.   
 
On October 3, 2001, Richard W. Green, a former supervisor with LMS, was sentenced to 
1-year probation, a $2,500 fine and a $50 special assessment fee, as a result of his guilty 
plea to a one-count information charging him with willfully filing a false 1994 income 
tax return.  The conviction and sentencing of Green is the result of an investigation into 
kickbacks allegedly solicited and received by several employees of LMS from companies 
wishing to do business with LMS.  Green failed to report as income on his tax return 
$9,654.34 in cash he received from vendors in return for business they received from 
LMS.  This investigation was conducted by DCIS, the NASA OIG, the AFOSI and the 
FBI. 
 
•  On December 6, 2001, TAP Pharmaceutical Products, Inc. (TAP), was sentenced in 
U.S. District Court, Boston, MA.  TAP was ordered to pay a criminal fine of $290 
million and sentenced to 5 years probation.  TAP pled guilty on October 16, 2001, to 
charges related to defrauding Federal health care programs, such as TRICARE and 
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Medicare.  The court found that TAP had caused losses to TRICARE, Medicare and other 
Federal health care programs amounting to $145 million.  TAP entered its plea of guilty 
as part of an overall global settlement with the U.S.  The settlement requires TAP to pay 
$875 million to resolve criminal charges and civil liabilities in connection with its 
fraudulent drug pricing and marketing conduct with regard to Lupron, a drug sold by 
TAP primarily for treatment of advanced prostate cancer.  By virtue of an interest 
provision in the Civil Settlement Agreement, which required TAP to begin paying 
interest on the civil settlement commencing on September 4, 2001, the total amount that 
TAP will pay will be in excess of $884 million. 
 
According to the facts presented at the earlier plea hearing, TAP is a joint venture owned 
by Abbott Laboratories and Takeda Chemical Industries, Ltd., with offices in Illinois, 
more than 2,000 employees and sales of more than $3 billion.  Beginning in the early 
1990s, and in order to induce physicians to prescribe Lupron to patients suffering from 
advanced stage prostate cancer, TAP began to give doctors free samples as a form of 
volume discount.  Tap representatives fully intended and expected the doctors receiving 
the free drug would prescribe the drug to their patients and, thereafter, bill the patients 
and their insurers for that product.  In the 1990s, a 1-month dose of Lupron ranged in 
price from just below $400 to almost $600.  In 1993, a top doctor with the American 
Urology Association told TAP to stop providing free samples to doctors because doing so 
was placing doctors in jeopardy of being prosecuted for taking and billing for free 
samples.  Notwithstanding that warning, TAP continued to give its sales representatives 
samples and they continued to provide samples to urologists knowing and expecting that 
those doctors would prescribe the samples and thereafter bill them to their patients.  
During some years in the 1990s, TAP annually gave every one of its Lupron sales 
representatives samples worth approximately $40,000 for provision to urologists. 
 
Four doctors (urologists) have pled guilty in connection with this investigation.  
Dr. Rodney Mannion, LaPorte and Michigan City, IN, pled guilty to health care fraud on 
April 25, 2000.  Dr. Jacob Zamstein, Bloomfield, CT, pled guilty to health care fraud on 
December 7, 2000.  Dr. Joseph Spinella, Bristol, CT, pled guilty to health care fraud on 
March 29, 2001.  Dr. Joel Olstein, Lewiston, ME, pled guilty to health care fraud on 
July 18, 2001. 
 
The investigation commenced in 1997, after law enforcement authorities were contacted 
by Dr. Joel Gerstein, a urologist employed by Tufts Associated Health Maintenance 
Organization, located in Waltham, MA.  Dr. Gerstein reported that he had been offered 
an educational grant if he would reverse a decision he had made on behalf of Tufts that it 
would only cover the less expensive drug Zoladex.  The investigation was also triggered 
by a civil False Claims Act suit filed in 1996 by Douglas Durand, after he had quit his 
employment at TAP as vice president of sales, because of his concerns about the illegal 
marketing conduct of some of TAP's employees.  The investigation was conducted by the 
DCIS, the FBI, the Food and Drug Administration Office of Criminal Investigations and 
the Department of Health and Human Services (HHS) OIG. 
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HEALTH CARE FRAUD 
 
 DCIS has the responsibility for national health care fraud investigations involving 
programs administered by the Assistant Secretary of Defense (Health Affairs).  The 
programs provide health care to active duty and retired military personnel and their 
dependents, and survivors of military personnel through a health insurance program 
known as TRICARE.  Our investigations have found an increase in fraud in the delivery 
of health care services, including those provided by hospitals, clinics and private 
practitioners.  The following are examples of some of the more significant health care 
fraud cases. 
 
•  On January 25, 2001, Columbia Homecare Group, Inc., and Columbia Management 
Companies, Inc., subsidiaries of Columbia/HCA, Nashville, TN, pled guilty under Rule 
20 of the Federal Rules of Criminal Procedure in U.S. District Court, Tampa, FL, to 
separate informations filed in the Middle District of Florida, the Southern District of 
Florida, the Middle District of Tennessee and the Northern District of Georgia.  The pleas 
were the result of a U.S. Department of Justice (DOJ) plea agreement with 
Columbia/HCA and the U.S. Attorneys’ Offices with regards to conspiracy, paying and 
receiving kickbacks and false statements with respect to U.S. Government medical cost 
reimbursement programs.  According to the agreement with the DOJ, Columbia 
Homecare Group, Inc., and Columbia Management Companies, Inc., accepted conviction 
and sentencing at the time the pleas were entered.  Coordination of the Rule 20 plea 
agreement and sentencing in the Middle District of Florida was the culmination of an 
agreement with the DOJ, the U.S. Attorneys’ Offices, and Columbia/HCA to have a 
corporate officer appear and plead guilty to the separate offenses.  The informations 
charged that the two defendant corporations knowingly assisted Columbia/HCA in the 
preparation and filing of false cost reports with the U.S. Government with respect to 
home health care and fraudulent billing for upcoding pneumonia treatment. 
 
Columbia Homecare Group, Inc., 
was sentenced to pay criminal fines 
of $8,400,000 for the Middle 
District of Florida; $3,360,000 for 
the Southern District of Florida; 
and $3,360,000 for the Northern 
District of Georgia for a total of 
$15,120,000 for convictions related 
to the criminal charges for 
fraudulent home health care 
expenses.  Columbia Management 
Companies, Inc., was sentenced to 
pay criminal fines totaling $22,600,000 for convictions related to the criminal charges 
filed in the Middle District of Florida for filing false hospital cost reports and further 
sentenced to pay fines totaling $27,500,000 for the criminal charges filed in the Middle 
District of Tennessee for filing fraudulent claims for upcoding. 
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The charges against Columbia Homecare Group, Inc., and Columbia Management 
Companies, Inc., stem from whistleblower lawsuits (qui tams) filed against the Nation’s 
largest hospital chain, Columbia/HCA.  The investigation disclosed Columbia Homecare 
Group, Inc., bought several Florida and Georgia based home health agencies at 
artificially low prices then paid, other defendants previously sentenced, inflated fees to 
manage the home health care agencies.  The inflated costs were then reimbursed to 
Columbia/HCA through U.S. Government medical care reimbursement programs, all 
with the knowledge and assistance from officials of the corporation.  Additionally, 
Columbia Management Companies, Inc., prepared and filed false cost reports for several 
Columbia/HCA owned hospitals and filed false claims by upcoding bills to the 
Government for pneumonia treatment.  Columbia Homecare Group, Inc., and Columbia 
Management Companies, Inc., agreed to pay $745 million to the U.S. Government to 
settle the civil issues.  This investigation was conducted by DCIS, the DCAA 
Investigative Support Division, the HHS OIG and the FBI. 
 
•  On March 15, 2001, in U.S. District Court for the Northern District of Texas, Steven 
Carl Bradley and Robert Todd Willis, owners and operators of a telemarketing company 
called Mid-Cities Health Services, Mansfield and Arlington, TX, were sentenced.  
Bradley was sentenced to 51 months incarceration, 3 years supervised release, and 
ordered to pay $304,192.44 in restitution, along with a special assessment of $350.  
Willis was sentenced to 24 months incarceration, 3 years supervised release, and ordered 
to pay $304,192.44 in restitution, along with a special assessment of $50.  The restitution 
was assessed jointly and severally against Bradley and Willis. 
 
On August 16, 2000, a Federal grand jury returned a 10-count indictment charging 
Bradley and Willis with mail fraud and conspiracy to commit mail fraud. The indictment 
alleged Mid-Cities filed claims with private insurance companies and TRICARE for 
durable medical equipment that was not delivered or was inferior to that claimed.  On 
November 17, 2000, Willis entered a plea of guilty to one count of mail fraud, and agreed 
to testify for the Government at trial.  On December 5, 2000, a jury convicted Bradley of 
six counts of mail fraud and one count of conspiracy to commit mail fraud.  The 
investigation was conducted by DCIS and the U.S. Postal Inspection Service. 

 
•  On March 16, 2001, 
Vencor, Incorporated 
(Vencor), and Ventas, 
Incorporated (Ventas), both 
in Louisville, KY, entered 
into a settlement agreement 
with the U.S. DOJ, 
Washington, D.C.  Vencor 
operates and manages long-
term intensive care hospitals, 
nursing centers, retail and 
institutional pharmacy 
outlets, retirement housing 
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communities and provides medical services to thousands of nursing homes.  In 1998, 
Vencor was split into two corporations: Vencor that operates and manages health care 
facilities; and Ventas, a real estate investment trust that owns and manages all of the real 
estate assets.  The settlement agreement requires Vencor and Ventas to pay a total of 
$219.5 million to the U.S. Government in order to settle multiple lawsuits.  All of the 
suits were filed under the qui tam provisions of the False Claims Act.  The 
whistleblowers alleged that Vencor, Ventas and/or their subsidiaries submitted false and 
fraudulent claims to Medicare and Medicaid for the provision of health care services.  
The agreement also calls for Vencor and Ventas to pay the whistleblowers’ attorneys’ 
fees amounting to $495,897.   
 
This settlement resolves allegations that were contained in 10 separately filed qui tam 
lawsuits.  Those allegations are summarized as follows:   
 

A Vencor subsidiary submitted inflated bills for the transportation of mobile x-ray 
machines and portages fees, and over billed for various other services. 
 
A Vencor subsidiary submitted bills for the administration of unit dose drugs when 
bulk drugs were actually administered; improperly claimed special dispensing fees; 
recouped unused drugs from skilled nursing facilities without providing credits; and 
paid kickbacks, in the form of free equipment, to facilities in order to secure and 
maintain business.   
 
A Vencor subsidiary submitted bills for respiratory therapy related supplies that were 
not medically necessary; billed for services not rendered; exaggerated the time 
required to provide services; and/or exaggerated the productivity of its therapists. 
 
A Vencor subsidiary paid kickbacks to maintain and secure laboratory testing 
referrals; submitted bills that included nonroutine tests that were neither medically 
necessary nor ordered by the physician; and were unjustly enriched through the abuse 
of terminally ill patients.  
 
Vencor falsified patient bills through the following methods: (1) billing for 
nonmedically necessary inpatient care; (2) billing for intensive and critical care that 
was not actually administered; (3) falsifying patient charts; (4) charging for pharmacy 
services not rendered by pharmacists as required; and (5) improperly billing for sales 
calls made by nurses. 
 
Vencor submitted false claims through (1) fabricating diagnosis codes; (2) billing for 
unnecessary services; (3) changing diagnoses in order to qualify for reimbursement; 
(4) billing for services or products not received; and (5) billing for oxygen use 
regardless of whether the oxygen was actually administered. 
 
Vencor included in reimbursable cost centers of its hospital cost reports, costs and 
charges that should have been placed in nonreimbursable cost centers, which skewed 
the cost to charge ratio and resulted in greater reimbursement. 
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Vencor submitted bills for (1) unnecessary services and services not performed; 
(2) excess collections and the collection of bad debts; (3) inflated and nonexistent 
laboratory charges; (4) patients who had been transferred to hospitals that were 
reimbursed at a higher level, solely to achieve higher reimbursement and when not 
medically necessary; and (5) improperly allocated hospital insurance expenses. 
 
A Vencor subsidiary systematically up-charged for injectable drugs and intravenous 
solutions.  Vencare and Vencor Hospice obtained inflated reimbursement for 
admitting and treating hospice patients who were not hospice appropriate. 

 
This investigation was conducted by DCIS and the HHS OIG. 
 
•  On July 6, 2001, U.S. District Court, Paducah, KY, approved and unsealed a $7 million 
settlement agreement between American Homepatient, Inc., Brentwood, TN, and the U.S. 
DOJ, Washington, D.C.  The settlement resolves allegations made in a qui tam lawsuit 
that American Homepatient submitted false claims for the supply of durable medical 
equipment to TRICARE, Medicare and Medicaid during the period January 1, 1995 
through December 31, 1998.  Under the terms of the settlement agreement, Kenneth E. 
Hollis, a former billing manager for the company who initiated the qui tam suit, will 
receive more than $1.1 million as his share of the settlement proceeds. 
 
American Homepatient operates a nationwide chain of retail stores that provides medical 
supplies and durable medical equipment to the public, including patients insured under 
the various Federal health care programs.  In 1997, Hollis filed a qui tam civil false 
claims lawsuit, under seal, alleging that American Homepatient defrauded the Federal 
health care insurance programs.  This investigation was conducted by DCIS and the 
HHS OIG. 
 
 
ENVIRONMENTAL CRIMES PROGRAM 
 

The Environmental Protection Agency (EPA) has primary jurisdiction for matters 
involving hazardous waste spills or other hazardous situations and environmental crimes.  
The Comprehensive Environmental Response, Compensation and Liability Act of 1980, 
and the Superfund Amendments and Reauthorization Act of 1986 gave DoD the authority 
for certain cleanup activities at former DoD sites in the U.S. and its territories.  DCIS is 
responsible for investigating fraud in the DoD environmental programs, including 
contract fraud with regard to the removal, transport and disposal of hazardous material 
from DoD installations.  The following are examples of some of the more significant 
cases. 
 
• On August 24, 2001, six of the nine defendants charged as a result of the investigation 
of Construction Personnel, Inc. (CPI), were sentenced in U.S. District Court, 
Chattanooga, TN, on charges of conspiracy, money laundering, wire fraud, false claims 
and violating immigration laws.  Roy Weaver, president, CPI, based in Chattanooga, TN, 
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was sentenced to 36 months probation, held jointly responsible for $328,286 in 
restitution, a $7,500 fine and a $300 special assessment fee.  Ronald Goodwin, vice 
president, CPI, was sentenced to 12 months and 1 day in prison, held jointly responsible 
for the $328,286 in restitution, 24 months probation, 150 hours of community service and 
a $300 special assessment fee.  Tina Voiles, a payroll clerk with CPI in Chattanooga, was 
sentenced to 12 months probation and a $500 fine.  CPI was charged in Chattanooga, TN, 
Baton Rouge, LA, and Denver, CO.  CPI was sentenced to 36 months probation, 
restitution of $328,286 and a $5,250 special assessment fee.  Maria Shumaker, who 
managed the CPI office in Baton Rouge, LA, was sentenced to 24 months probation, a 
$1,000 fine and assessed $100. 
 
The investigation found foreign nationals, 
who entered the U.S. illegally, were 
employed by asbestos abatement 
companies.  These laborers were used to 
remove the hazardous material from office 
buildings; schools; airports; and other 
structures, including housing, on military 
installations.  The investigation disclosed 
that CPI, formerly known as Service 
Personnel, Inc., was a labor provider 
headquartered in Chattanooga, TN, with 
offices in Denver, CO, and Baton Rouge, 
LA.  CPI specialized in providing laborers 
to contractors engaged in asbestos 
abatement.  In order to provide adequate 
numbers of asbestos abatement workers 
for contractors operating in Colorado, 
Nebraska, Texas and elsewhere, CPI, its 
owners and employees knowingly hired 
unauthorized aliens and provided or 
assisted them in obtaining the documents 
necessary for them to work in asbestos 
abatement.  These documents included 
false health certificates, Social Security 
cards or numbers, asbestos training certificates and licenses.  CPI employed unauthorized 
aliens for the purpose of hiring them out to asbestos abatement contractors throughout the 
U.S. without regard to whether the workers were adequately trained or physically suited 
to perform asbestos abatement.  One of the job sites for which CPI provided unauthorized 
aliens to a contractor for asbestos abatement was at the Rocky Mountain Arsenal in 
Denver, CO.  The site was raided by task force members, resulting in the arrests of 
several workers.  Those workers, as well as numerous others arrested at several 
commercial sites, were returned to Mexico.  Many of the workers, who were returned to 
Mexico, again illegally entered the U.S. and were rehired by CPI.  This investigation was 
conducted jointly by DCIS, the EPA Criminal Investigations Division, the Immigration 

 
12 



Defense Criminal Investigative Service 
 

and Naturalization Service, the Internal Revenue Service (IRS), the Social Security 
Administration OIG and the East Tennessee Environmental Crimes Task Force. 
 

•  On October 16, 2001, Olumbamidele 
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Dada, owner of Kamila, Inc., Pasadena, 
CA, was sentenced in U.S. District 
Court, Los Angeles, CA, to 3 years 
probation, with 6 months home detention 
with electronic monitoring, and ordered 
to pay $70,055.61 in restitution and a 
$100 special assessment fee.  On 
December 20, 2001, a Federal grand jury 
in Los Angeles, CA, indicted Dada on 
one count of unlawful storage of 
hazardous waste items that were obtained 
from the U.S. Government under 

ontract.  The indictment was the result of an investigation that disclosed that Dada, 
wner of an import/export company, purchased lubricating oils, underwater batteries, 
olvents, compressed gas cylinders and various drums from the Defense Reutilization and 

arketing Service.  After failing in attempts to ship the items to Nigeria for sale locally, 
ada abandoned the items at a storage facility in Wilmington, CA, adjacent to the Port of 
os Angeles, Long Beach, CA.  Due to improper storage and care, several containers 

eaked hazardous waste materials.  Subsequently, the U.S. Coast Guard and the Los 
ngeles City Fire Department classified the leakage as a hazardous waste spill, 
ecessitating a cleanup at a cost in excess of $80,000.  The investigation further disclosed 
hat Dada had stored these hazardous waste items at a facility that did not have a permit, 
s required by the Resource Conservation and Recovery Act.  The investigation was 
onducted jointly by DCIS, the EPA and the Los Angeles City Fire Department 
azardous Materials Unit. 

OMPUTER CRIMES PROGRAM 

DCIS is responsible for investigating 
ncidents of unauthorized access involving the 
efense Information Infrastructure (DII) in addition 

o the investigation of computer related crimes.  
CIS consolidated computer intrusion and forensic 

pecialties under its Computer Crimes Program to 
orm a coordinated and efficient approach to internet 
nd computer related crimes. 

The DCIS computer intrusions personnel 
rovide an immediate criminal investigative response 
o suspected computer intrusions against the DoD; 
evelop and disseminate criminal intelligence to 
ssist in protecting the DII; coordinate with DoD and 
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other Government agencies; and provide assistance in assessing, reporting and correcting 
vulnerabilities in the DII. 

With regard to the forensic aspect to computer crimes, some DCIS Special Agents 
are trained to properly seize, protect, and analyze computer evidence.  These agents, who 
are referred to as Seized Computer Evidence Recovery Specialists (SCERS), work 
closely with the primary case agent to ensure the computer searches are complete, 
thorough, and relevant to the matter being investigated.  When needed, SCERS agents are 
prepared to testify as to their findings in court as experts in computer forensics.   

 
 
COORDINATION OF REMEDIES 
 

Under DoD Directive 7050.5, "Coordination of Remedies for Fraud and 
Corruption Related to Procurement Activities,"  DoD officials are responsible for the 
integrity of the DoD contracting and procurement system.  DoD officials are required to 
take an immediate, coordinated approach to criminal, civil and administrative actions in 
combating fraud.  The Directive requires that each Military Department and DoD Agency 
establish a central point of contact (CPOC) for the coordination of remedies in fraud and 
corruption cases.  Information developed during significant fraud cases is shared with 
CPOCs within DoD Agencies and components and the Military Services.  The CPOCs 
are provided with updates and findings on investigations to ensure coordination of 
remedies and initiation of suspension/debarment actions. 
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Open DCIS Joint Cases 
By Fiscal Year

498 507 486

124

153
157

191
203

188

149

187
183

147 149 148

596

685 677

50

150

250

350

450

550

650

750

FBI OSI NCIS CID HHS Other

As of 9/30/00 
Tota l:  1076
As of 9/30/01 
Tota l:  1128
As of 12/31/01
Tota l: 1091

Since many joint cases involve multiple cooper-
ating agencies, total of individual participants
is greater than the number of joint investigations.

46%      27%     26%

12%     8% 9%

18%      11%      10%
14%    10%    10%

14%       8% 8%

55%       36%        37%
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Investigative Recoveries - DCIS

By Fiscal Year
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CRIMINAL ADJUDICATIVE ACTIONS 
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SEPTEMBER 11TH 
 

Prior to September 11, 2001, the Pentagon served as the backdrop for numerous 
ceremonial events such as the swearing-in, promotion, award and reception area for 
visiting VIPs.  The World Trade Center was a key attraction in the New York skyline and 
served as a landmark for the International Naval Review.  However, on September 11, it 
all changed forever.  DCIS responded immediately to the events of September 11 
providing investigative support 
by conducting interviews, 
retrieving evidence, 
victim/witness support, critical 
incident support, staffing the task 
force hotline and manning 
various command posts.  
Coordination of the 24/7efforts at 
the Pentagon site were directed 
by the DCIS Mid-Atlantic Field 
Office.  The DCIS New York 
Resident Agency coordinated 
similar efforts at the Ground 
Zero site in New York.  The 
DCIS Pittsburgh Post of Duty coordinated efforts at the Somerset, PA, crash site.  The 
way we work, train and view life will never be the same. 
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Northeast Field Office personnel at the New York work site. 
 
Mid Atlantic Field Office and Headquarters personnel at the Pentagon work site. 
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DEPARTMENT OF DEFENSE HOTLINE 
 

 
 

The DoD Hotline, a component of the DCIS, remains an important avenue 
whereby Service members, DoD employees, DoD contractor employees and the public 
can report fraud, waste and mismanagement affecting DoD programs and operations.  
During FY 01, the Hotline received 11,477 telephone calls and letters resulting in the 
initiation of 1,792 cases.  During the same period, the Hotline closed 1,805 cases.  The 
Hotline distributed Hotline posters and other Hotline informational materials to 409 DoD 
activities and DoD contractors in a continuing effort to promote use of the DoD Hotline.  

 
Since 1982, over $462 million has been recovered as a direct result of inquiries 

initiated in response to information provided to the Hotline.  Examples of our more 
significant cases during FY 01 are: 

 
•  As a result of a Hotline complaint, the Assistant Inspector General for Auditing 
initiated an audit into an allegation that the Naval Inventory Control Point Philadelphia 
was maintaining obsolete items in the supply system.  The audit substantiated the 
allegation and determined that the Navy would needlessly expend $25,352,000 if the 
obsolete parts were not purged from the supply system.  The Navy subsequently 
eliminated the parts in question from the supply system. 
 
•  A joint investigation by the DCIS and the USACIDC was initiated based upon a 
Hotline complaint that the Government overpaid Loral Electro-Optical Systems (Loral) 
on a DoD contract and Loral subsequently concealed the overpayment from Government 
auditors.  The investigation substantiated the allegation and revealed that the same 
situation occurred on several DoD contracts.  Five separate administrative recoveries 
totaling $14,801,182 were enacted against Loral contracts for the Surface to Air Weapon 

 
19 



Defense Criminal Investigative Service 
 

Engagement System [SAWE], Air-to-Ground Engagements Systems II [AGES II], and 
the ALQ-157 HELO system. 
 
•  As a result of an anonymous complaint, the DCIS initiated an investigation into 
allegations that Isratex, Inc., defrauded the Government by manufacturing clothing from 
defective cloth, presenting properly manufactured clothes for Government inspection and 
subsequently shipping the defective product.  The investigation substantiated the 
allegations.  The perpetrators were imprisoned and/or received probation and paid fines 
in the amount of $965,000. 
 
•  A Hotline complaint resulted in a joint investigation by the DCIS and NCIS into 
allegations that managers at the Grumman Corporation directed their employees to 
mischarge labor against an E-2C aircraft support contract.  The investigation 
substantiated the allegations.  A civil settlement resulted in a recovery of $260,000. 
 
•  The DCIS initiated an investigation based on a Hotline complaint that International 
Database Systems mischarged labor against a contract with the Defense Information 
Systems Agency.  The investigation later expanded to include contracts awarded by the 
U.S. Army Corps of Engineers and the National Science Foundation.  The investigation 
substantiated the allegations.  The perpetrators were incarcerated and paid fines and 
restitutions totaling $162,639. 
 
•  As a result of a Hotline complaint, the DCIS initiated an investigation into an 
allegation that Jay Automotive Specialties, Inc., defrauded the Government by not 
passing along discounts received from suppliers and by mischarging parts.  The 
allegations were substantiated.  A civil settlement resulted in restitution of $140,000. 
 
•  The DCIS initiated an investigation based on a Hotline complaint that the Hughes 
Aircraft Company, Portsmouth, RI (subsequently purchased by Raytheon), mischarged 
labor on a Navy contract.  The investigation substantiated the allegations and the 
contractor agreed to a civil settlement in the amount of $125,000. 
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CENTRAL FIELD OFFICE 
1222 Spruce Street, Suite 8.308E 
St. Louis, MO  63103-2811 
Telephone:  (314) 539-2172 
Telefax:  (314) 539-2967 
Internet address:  40sl@dodig.osd.mil 

CLEVELAND POST OF DUTY 
Islander Park One Building  
7550 Lucerne, Suite 200  
Middleburg Heights, OH  44130-6503 
Telephone: (216) 522-2296/7 
Telefax: (216) 522-7196 
Internet address:  40cl@dodig.osd.mil 

COLUMBUS RESIDENT AGENCY 
Easton Plaza One 
4449 Easton Way, Suite 375 
Columbus, OH  43219 
Telephone:  (614) 428-1712 
Telefax:  (614) 428-5268 
Internet address:  40co@dodig.osd.mil 

DAYTON RESIDENT AGENCY 
3055 Kettering Boulevard, Suite 205 
Dayton, OH  45439 
Telephone:  (937) 534-0100 
Telefax:  (937)-534-0116 
Internet address:  40dy@dodig.osd.mil 

INDIANAPOLIS RESIDENT 
AGENCY 
6666 E. 75th Street, Suite 501 
Indianapolis, IN 46250-2860 
Telephone: (317) 841-7521 
Telefax: (317) 841-3852 
Internet address: 40in@dodig.osd.mil 

KANSAS CITY RESIDENT AGENCY 
Federal Building 
500 State Avenue, Suite 565 
Kansas City, KS  66101-2433 
Telephone:  (913) 551-1350 
Telefax:  (913) 551-1362 
Internet address:  40kc@dodig.osd.mil 

CHICAGO POST OF DUTY 
2350 East Devon Avenue, Suite 150 
Des Plaines, IL 60018-4606 
Telephone: (847) 827-9482 
Telefax: (847) 827-3724 
Internet address: 40ch@dodig.osd.mil 

MINNEAPOLIS POST OF DUTY 
Galtier Plaza 
Box 14, Suite 414, 175 East Fifth Street 
St. Paul, MN  55101-2901 
Telephone:  (651) 222-0212 
Telefax:  (651) 222-8316 
Internet address:  40mn@dodig.osd.mil 

SIOUX FALLS POST OF DUTY 
C/O U.S. Attorney's Office 
230 S. Phillips Street, Suite 407 
Sioux Falls, SD  57102 
Telephone:  (605) 330-4211 
Telefax:  (605) 330-4212 
Internet address:  40sx@dodig.osd.mil 

WICHITA POST OF DUTY 
271 West 3rd Street, Suite 4020 
Wichita, KS  67202-1202 
Telephone:  (316) 265-2470 
Telefax:  (316) 265-2357 
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MID-ATLANTIC FIELD OFFICE 
1111 Jefferson Davis Highway 
Suite 712 
Arlington, VA  22202-4306 
Telephone:  (703) 604-8439/40 
Telefax:  (703) 604-8442 
Internet address:  60dc@dodig.osd.mil 

NORFOLK RESIDENT AGENCY 
Federal Building 
200 Granby Street, Room 412 
Norfolk, VA  23510-1811 
Telephone:  (757) 441-3412 
Telefax:  (757) 626-1891 
Internet address:  60nf@dodig.osd.mil 
 
BALTIMORE RESIDENT AGENCY 
8441 Belair Road, Room 204 
Baltimore, MD  21236-3020 
Telephone:  (410) 529-9054 
Telefax:  (410) 529-9052 
Internet address:  60bt@dodig.osd.mil 

RICHMOND POST OF DUTY 
Centre Court One, Suite C 
9401 Courthouse Road 
Chesterfield, VA  23832-6666 
Telephone:  (804) 748-2055 
Telefax:  (804) 748-5327 
Internet address:  60rm@dodig.osd.mil 

WIESBADEN POST OF DUTY 
DOD IG, DCIS 
Unit 29263 
Box 3000, APO,  AE  09096 
Telephone:  011-49-611-3807526 
Telefax:  011-49-611-3807421 
Internet address:  60wb@dodig.osd.mil 
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NORTHEAST FIELD OFFICE 
Tinicum Industrial Park 
10 Industrial Highway, Building G, 
Mailstop #75 
Lester, PA  19113 
Telephone:  (610) 595-1900 
Telefax: (610) 595-1934 
Internet address:  10pa@dodig.osd.mil 

BOSTON RESIDENT AGENCY 
495 Summer Street, Room 327 
Boston, MA  02210-2109 
Telephone:  (617) 753-3044 
Telefax:  (617) 753-4284 
Internet address:  10bn@dodig.osd.mil 

HARTFORD RESIDENT AGENCY 
P.O. Box 167  
Rocky Hill, CT  06067-0167 
Telephone:  (860) 721-7751 
Telefax:  (860) 721-6327 
Internet address:  10hf@dodig.osd.mil 

 

NEW JERSEY RESIDENT AGENCY 
Wick Plaza 1, 100 Dey Place, Suite 102 
Edison, NJ  08817-3700 
Telephone:  (732) 819-8455 
Telefax:  (732) 819-9430 
Internet address:  10sp@dodig.osd.mil 

NEW YORK RESIDENT AGENCY 
One Huntington Quadrangle, Suite 2C01 
Melville, NY  11747-4427 
Telephone:  (631) 420-4302 
Telefax:  (631) 420-4316 
Internet address:  10ny@dodig.osd.mil 

SYRACUSE RESIDENT AGENCY 
441 South Salina Street 
Suite 304 
Syracuse, NY  13202-2400 
Telephone:  (315) 423-5019 
Telefax:  (315) 423-5099 
Internet address:  10sy@dodig.osd.mil 

PITTSBURGH POST OF DUTY 
Moorhead Federal Building 
1000 Liberty Avenue, Suite 1310 
Pittsburgh, PA  15222-4004 
Telephone:  (412) 395-6931/6879/4616 
Telefax:  (412) 395-4557 
Internet address: 10pb@dodig.osd.mil 
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SOUTHEAST FIELD OFFICE 
2400 Herodian Way, Suite 420 
Smyrna, GA  30080-8500 
Telephone:  (770) 916-9920/26 
Telefax:  (770) 916-9937 
Internet address:  20at@dodig.osd.mil 

CHAPEL HILL RESIDENT AGENCY 
Forum One 
1777 Fordham Blvd, Suite 201 
Chapel Hill, NC  27514-5809 
Telephone:  (919) 929-4744/4746 
Telefax:  (919) 967-4325 
Internet address:  20rl@dodig.osd.mil 

NEW ORLEANS RESIDENT 
AGENCY 
636 Gause Boulevard, Suite 302 
Slidell, LA  70458-2038 
Telephone:  (985) 641-0691 
Telefax:  (985) 641-0838 
Internet address:  20no@dodig.osd.mil 

ORLANDO RESIDENT AGENCY 
The Essex Building, Koger Complex 
3101 Maguire Boulevard, Suite 244 
Orlando, FL  32803-3721 
Telephone:  (407) 895-2622 
Telefax:  (407) 895-2620 
Internet address:  20or@dodig.osd.mil 

FORT LAUDERDALE POST OF 
DUTY 
1451 W. Cypress Creek Road, Suite 201 
Fort Lauderdale, FL  33309-1953 
Telephone:  (954) 202-9167 
Telefax:  (954) 202-9217 
Internet address:  20fl@dodig.osd.mil 

GREENSBORO POST OF DUTY 
2306 West Meadowview Drive,  
Koger Bldg, Suite 106, Box 5 
Greensboro, NC  27407 
Telephone:  (336) 856-7217 
Telefax:  (336) 856-8960 
Internet address:  20gb@dodig.osd.mil 

JACKSONVILLE POST OF DUTY 
7820 Arlington Expressway, Suite 110 
Jacksonville, FL  32211 
Telephone:  (904) 855-0991 
Telefax:  (904) 855-4078 
Internet address:  20jx@dodig.osd.mil 

NASHVILLE POST OF DUTY 
Federal Building & Courthouse 
801 Broadway, Suite 362 
Nashville, TN  37203 
Telephone:  (615) 736-2930 
Telefax:  (615) 736-2939 
Internet address:  20nv@dodig.osd.mil 

PENSACOLA POST OF DUTY 
One Eleventh Avenue, Suite E-1 
Shalimar, FL  32579-1305 
Telephone:  (850) 651-6377 
Telefax:  (850) 651-6962 
Internet address:  20pc@dodig.osd.mil 

TAMPA BAY POST OF DUTY 
400 North Tampa Street, Suite 1130 
Tampa, FL 33602 
Telephone:  (813) 275-0592 
Telefax: (813) 314-0293 
Internet address: 20tb@dodig.osd.mil 
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SOUTHWEST FIELD OFFICE 
2201 North Collins, Suite 300 
Arlington, TX  76011 
Telephone:  (817) 543-4350 
Telefax:  (817) 543-4365 
Internet address:  30da@dodig.osd.mil 

DENVER RESIDENT AGENCY 
56 Inverness Drive East, Suite 250 
Englewood, CO  80112-5114 
Telephone:  (303) 799-8182 
Telefax:  (303) 799-8615 
Internet address:  30dv@dodig.osd.mil 

HOUSTON RESIDENT AGENCY 
The Lyric Center 
440 Louisiana Street, Suite 825 
Houston, TX  77002 
Telephone:  (713) 227-7263 
Telefax:  (713) 236-8487 
Internet address:  30hs@dodig.osd.mil 

PHOENIX RESIDENT AGENCY 
Sandra Day O’Connor 
U.S. Courthouse, Suite 402 
401 W. Washington Street, SPC 15 
Phoenix AZ 85003 
Telephone:  (602) 379-4422/4427 
Telefax:  (602) 379-4438 
Internet address:  30px@dodig.osd.mil 

SALT LAKE CITY POST OF DUTY 
324 East 25th Street, Room 3100 
Ogden, UT  84401 
Telephone:  (801) 625-5703 
Telefax:  (801) 625-5711 
Internet address:  30og@dodig.osd.mil 

SAN ANTONIO POST OF DUTY 
North Chase I 
10127 Morocco Drive, Suite 250 
San Antonio, TX  78216-3954 
Telephone:  (210) 366-1037 
Telefax:  (210) 366-4031 
Internet address:  30sa@dodig.osd.mil 

TULSA RESIDENT AGENCY 
6111 East Skelly Drive, Suite 422 
Tulsa, OK  74135-6120 
Telephone:  (918) 581-6485 
Telefax:  (918) 581-6489 
Internet address:  30tl@dodig.osd.mil 

ALBUQUERQUE POST OF DUTY 
4101 Jefferson Plaza, N.E., Room 123 
Albuquerque, NM  87109 
Telephone:  (505) 342-4800 
Telefax:  (505) 342-4814 
Internet address:  30aq@dodig.osd.mil 

LAS VEGAS POST OF DUTY 
C/O AFOSI Detachment 206 
6100 McGough Parkway 
Nellis AFB, NV 89191 

Telephone:  (702) 652-3292 
Telefax:   (702) 652-3407 
Internet address:  cpiper@dodig.osd.mil 
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WESTERN FIELD OFFICE 
26722 Plaza Street, Suite 130 
Mission Viejo, CA  92691-6300 
Telephone:  (949) 643-4191/4433/4441 
Telefax:  (949) 643-4769 
Internet address:  50la@dodig.osd.mil 

LONG BEACH RESIDENT AGENCY 
501 W. Ocean Boulevard, Suite 7300 
Long Beach, CA 90802-4222 
Telephone:  (562) 980-4242 
Telefax:  (562) 980-4249 
Internet address: 50es@dodig.osd.mil 

SAN DIEGO RESIDENT AGENCY 
7675 Dagget Street, Suite 360 
San Diego, CA  92111-2241 
Telephone:  (858) 569-1510 
Telefax:  (858) 569-6401 
Internet address:  50sd@dodig.osd.mil 

SAN FRANCISCO RESIDENT 
AGENCY 
1301 Clay Street, Suite 480N 
Oakland, CA  94612-5217 
Telephone:  (510) 637-2965 
Telefax:  (510) 637-2972 
Internet address:  50sf@dodig.osd.mil 

 

SEATTLE RESIDENT AGENCY 
1000 2nd Avenue, Suite 2950 
Seattle, WA  98104-5025 
Telephone:  (206) 553-0700 
Telefax:  (206) 553-0057 
Internet address:  50se@dodig.osd.mil 

WOODLAND HILLS RESIDENT 
AGENCY 
(formerly VAN NUYS RA) 
21021 Ventura Boulevard, Suite 321 
Woodland Hills, CA  91364 
Telephone:  (818) 348-7923 
Telefax:  (818) 348-7943 
Internet address:  50vn@dodig.osd.mil 
 
HAWAII POST OF DUTY 
P.O. Box 50045 
300 Ala Moana Blvd., Suite 4307 
Honolulu, HI  96850-3005 
Telephone:  (808) 541-2590 
Telefax:  (808) 541-3609 
Internet address:  50hi@dodig.osd.mil 
 
SACRAMENTO POST OF DUTY 
2800 Cottage Way, Suite W-1946 
Sacramento, CA  95825 
Telephone:  (916) 978-5126 
Telefax:  (916) 978-5291 
Internet address:  50sm@dodig.osd.mil 
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